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PWI 27029: ISO/IEC 27002 and ISO and IEC standards
Format for contributions (the first row in the table is an example for the format).  Instructions for completing the table:
· The project reference number (e.g. ISO/IEC 27001), which also includes CD/DIS/FDIS designation for projects that under development;
· The title of the project;
· The responsible organization; in the case of SC 27, included the WG (working group);
· Yes/No (Y/N) indication as to whether the document identifies 27002 as a normative reference (clause 2);
· Comments on the version of 27002 (undated = no year mentioned, blank = 2013, 2005=2005, 2021=2021) used by the project as well as the nature of the usage of 27002 (blank = no specific clause reference, specific reference = one or more specific 27002 clauses are identified).

	Project Ref. Number
	Title
	TC/SC Committee Ref.
	Normative Ref. (Y/N)
	Comment

	ISO/IEC PWI 27000 
	Information technology — Security techniques — Information security management systems — Overview and vocabulary
	 ISO/IEC JTC 1/SC 27/WG 1
	N
	PWI for revision; specific reference

	ISO/IEC PWI 27009
	Information security, cybersecurity and privacy protection — Sector-specific application of ISO/IEC 27001 — Requirements
	 ISO/IEC JTC 1/SC 27/WG 1
	Y
	PWI for revision; specific reference

	ISO/IEC PWI 27017
	Information technology — Security techniques — Code of practice for information security controls based on ISO/IEC 27002 for cloud services
	 ISO/IEC JTC 1/SC 27/WG 1
	Y
	PWI for revision; specific reference

	ISO/IEC PWI TS 27008
	Information technology — Security techniques — Guidelines for the assessment of information security controls
	 ISO/IEC JTC 1/SC 27/WG 1
	Y
	PWI for revision; specific reference

	ISO/IEC DIS 27035-2
	Information technology — Information security incident management — Part 2: Guidelines to plan and prepare for incident response
	 ISO/IEC JTC 1/SC 27/WG 4
	N
	2013; specific references

	ISO/IEC FDIS 27036-2
	Cybersecurity — Supplier relationships — Part 2: Requirements
	 ISO/IEC JTC 1/SC 27/WG 4
	N
	2021; specific references

	ISO/IEC CD 27036-3.2
	Cybersecurity — Supplier relationships — Part 3: Guidelines for hardware, software, and services supply chain security
	 ISO/IEC JTC 1/SC 27/WG 4
	N
	202x; specific references

	ISO/IEC CD 27040
	Information technology — Security techniques — Storage security
	 ISO/IEC JTC 1/SC 27/WG 4
	Y
	2022; specific references

	ISO/IEC FDIS 27099
	Information Technology — Public key infrastructure — Practices and policy framework
	 ISO/IEC JTC 1/SC 27/WG 4
	N
	2013; specific references
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