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• First hybrid meeting in Luxembourg: a great and inspiring experience

• 7 projects on publication stage:

• Confirmation of IS 29134 “Guidelines for privacy impact assessment”

• Availability of IS 29100:Amd1 at no cost, as IS 29100 is also at no cost

• Incorporation of amendments into main documents as a default
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Highlights

Project Title

24760-1 AMD A framework for identity management – Part 1: Terminology and concepts

24760-3 AMD A framework for identity management – Part 3: Practice

27553-1 IS Security and privacy requirements for authentication using biometrics on mobile devices – Part 1: Local modes

27556 IS User-centric privacy preferences management framework

27557 IS Organizational privacy risk management

27559 IS Privacy enhancing data de-identification framework 

27563 TR Security and privacy in artificial intelligence use cases



Change on question at Committee stage (CD) circulation:

Q.1: “Do you approve the circulation of the draft as a DIS?”

replaced by 

Q.1 “Do you have any comments related to the Committee Draft?”

I.e. No information anymore to distinguish whether (no-comment) NBs 
support a draft or just did not care to react. Before one could clearly see, 
who voted approve, disapprove, or abstain.

 More difficult to assess
– chances for success in a DIS ballot
– whether accepting comments would help towards consensus

 Advantage for NBs that (can) send more experts into a discussion to 
support their comments, especially when deadlines come closer 
(“Squeaking/squeaky wheel effect”)
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Challenges



• NP 27091 “Cybersecurity and privacy – Artificial intelligence – Privacy 
protection”

• NP 27566 “Age assurance systems – Framework”

• PWI “Security and privacy of digital twins”

• Following changes of 27001 and 27002
• Revision ISO/IEC 27701:2019 “Extension to ISO/IEC 27001 and ISO/IEC 27002 for privacy information 

management — Requirements and guidelines” starting at stage 40.00 (DIS)

• AHG to prepare revision ISO/IEC 27018:2019 “Code of practice for protection of personally identifiable 
information (PII) in public clouds acting as PII processors”

• Minor Revision ISO/IEC 29100:2011 and its Amd 1:2018 following 
periodic review

• AHGs on e.g. 27554, 27563, identification & authentication, and  
meeting organisation
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Plans




